PRELIMINARY COURSE SYLLABUS

Quarter: Spring 2017

Course Title: Legal Issues in Cybersecurity

Course Code: WSP 285 (1 Unit)

Instructor: R. Sachdev, Esq., MBA, LLM

Date/Time: 2 Days: Saturday April 8 and Sunday April 9
10:00 am to 4:00 pm (both days)

Course Material: Handouts in class

Prerequisites: No previous legal knowledge is required

Grade Options and Requirements:

• No Grade Requested (NGR)
  o This is the default option. No work will be required; no credit shall be received; no proof of attendance can be provided.
• Credit/No Credit (CR/NC)
  o Students must attend at least 80% of class sessions.
• Letter Grade (A, B, C, D, No Pass)
  o Students must attend at least 80% of class sessions, and complete a piece of written work (to be discussed further in class).
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LEARNING OUTCOMES

After completion of this course, the learner will:

- Understand some of the major legal concerns affecting the cybersecurity environment, including modern issues such as Cloud Computing, Mobile Security, Social Media, Software and Systems Security, Web Security, Intellectual Property etc.

- Be able to recognizing major cybersecurity legal challenges and raise concerns

- Compare, on a high level, the major cybersecurity laws and cases in the covered jurisdictions

- Examine cases of effective and harmful actions relating to cybersecurity breaches by organizations in the recent past, and understand how organizations should respond, legally, in a breach situation.
CLASSROOM LEARNING TECHNIQUES

A combination of discussion, lectures, short assignments, and/or additional methods may be employed. Participants will have an opportunity to engage in or witness a lively Mock Trial.
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COURSE OUTLINE

Introduction to Legal Issues in Cybersecurity
Legal Challenges and Approach to current Cybersecurity Threats: Mobile, Cloud, Internet of Things, etc.
Information Governance and Cybersecurity
Privacy and Cybersecurity
Cybersecurity Policy
Cybersecurity and Cybercrimes
Post Attack Response and Cybersecurity Ethical Issues
Mock Trial
Conclusion: Trends and Key Legal Issues in Cybersecurity

MUST READ: WARNING AND TERMS AND CONDITIONS

No legal advice is provided in this course. Instructor is not your Attorney. No attorney client privilege and no confidentiality available. Seek professional external legal advice regarding any matter before acting, even if covered in the course. By using any information provided in the course, you act as your own attorney and at your own risk.

All information in this syllabus and documentation is © Copyright of Rajeev Sachdev unless otherwise noted. You are required to respect this copyright.

Nothing is confidential. You agree not to provide confidential information. There are no non disclosure agreements signed in this course and all information and communications of any kind, within or related to the class, are deemed non confidential and are not protected and are unrestricted. This includes students, groups, instructor, guest speakers, and in class/online and offline communications of any kind. You must have written
permission to disclose any confidential information from the company or business or organization to which that information relates. You are within your rights to not respond to or say or communicate anything which will violate confidentiality.

You are required to sign the waiver below, in order to participate in this course. Please read and understand the waiver below. Then, you may print it out, complete, sign and date and bring it on the first morning of the class, or you may sign one in the class as blank ones will be provided.
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MUST READ: WARNING AND TERMS AND CONDITIONS

STANFORD UNIVERSITY CONTINUING STUDIES

WSP 285 LEGAL ISSUES IN CYBERSECURITY

DISCLAIMER AND WAIVER

-no legal advice is provided in this course. Instructor is not your Attorney. No attorney client privilege and no confidentiality available. Seek professional external legal advice regarding any matter before acting, even if covered in the course. By using any information provided in the course, you act as your own attorney and at your own risk. Discussions in class do not imply directly or indirectly, legal advice or proper legal recourse and are for academic purposes and discussion only.

-nothing is confidential. You agree not to provide confidential information. There are no non disclosure agreements signed in this course and all information and communications of any kind, within or related to the class, are deemed non confidential and are not protected and are unrestricted. This includes students, groups, instructor, guest speakers, and in class/online and offline communications of any kind. You must have written permission to disclose any confidential information from the company or business or organization to which that information relates. You are within your rights to not respond to or say or communicate anything which will violate confidentiality.

-no recording, snapshots, sound recording/capturing, photos, pictures, capturing, or related activity in class. Strictly prohibited.

-all information, unless otherwise noted, is © Copyright Rajeev Sachdev.

-this WAIVER has been explained to me and I have no questions left unanswered. I am signing this waiver voluntarily.
Print name: ______________________________

Sign: ______________________________

Date: ______________________________